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1
Decision/action requested

This contribution provides a pCR to Annex E.2.0.1 “Need for a SEAF in the HPLMN”
2
Rationale
Two reasons were given for having a SEAF in the HPLMN in the course of SA3 discussions:

· Hosting a key that could be used in HPLMN-based re-authentication; 

· Storing a security context for confidentitality and/or integrity protection extending between the UE and the HPLMN.

Regarding re-authentication, it was already acknowledged in S3-161728 (Qualcomm) that this functionality could also be hosted in the AUSF in the HPLMN.
Nokia proposes that, for 5G phase 1, there shall be no confidentitality and/or integrity protection extending between the UE and the HPLMN as there is no use case justifying it. 
3
Detailed proposal

******************START OF pCR**********************
E.2.0.1
Need for a SEAF in the HPLMN
E.2.0.1.1
Description of Question
Question: Are there scenarios to be supported that require a SEAF in the home network (in addition to the SEAF that is agreed to be in the visited network)?
E.2.0.1.2
Interim Agreement
There shall be no SEAF in the home network in roaming scenarios in 5G phase 1. Any functionality related to home network-based re-authentication shall be assumed by the AUSF.
The agreement should not preclude introducing a SEAF in the home network in 5G phase 2.
******************END OF pCR**********************
